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Abstract

This document describes the goals, principles, and guidelines

for software quality engineering (SQE) activities of the

Accelerated Strategic Computing Initiative (ASCI) program.

It is expected that site-specific organizations and projects

supporting the ASCI program would satisfy these SQE

guidelines through their own software practices, established

using a prioritized and graded approach, and leveraging

common best practices and established practices.  The

benefit to the ASCI program is dependent on how well

these deployed practices satisfy certain principles consid-

ered important to fulfilling the ultimate goals of establishing

confidence in the ASCI codes and enhancing the credibility

of ASCI modeling and simulation results.

This document focuses primarily on SQE – a part of the

overall ASCI Verification and Validation (V&V) Program.

Many of SQE’s principles and goals are the same as those of

V&V; however, the emphasis is solely on software-related

issues.  This document, therefore, provides guidelines

strictly for software verification, software engineering, and

project management activities, as they apply to SQE in general.

How organizations and projects integrate these activities by

using effective practices and work products depends on the

use of their own methods and techniques.

SQE practices should be improved according to these 

principles and guidelines, and in a prioritized manner as

determined by the ASCI program and development teams.

Software process improvement plans should consider current

best practices of the ASCI development teams, and the

guidelines in this document provide recommendations for

further process improvements.



Executive Summary

The focus of the Stockpile Stewardship Program (SSP) is to
maintain high confidence in the safety and reliability of the
nuclear weapons stockpile in the absence of nuclear testing.  In
1995, the Accelerated Strategic Computing Initiative (ASCI) was
established as a critical element to help shift from test-based
confidence to science- and simulation-based confidence.  A key
component of ASCI is the Verification and Validation (V&V)
program which seeks to provide high confidence in the com-
putational accuracy of ASCI simulations by systematically
measuring, documenting, and demonstrating the predictive
capability of the codes and their underlying models. 

An important component for developing increased confidence in
ASCI simulations is a clear and consistent set of guidelines that
applies to all ASCI software projects.  These guidelines are envi-
sioned as part of an overall verification and validation process for
each software project.  Within the ASCI program1, verification is
defined as the process of determining that a computational soft-
ware implementation correctly represents a model of a physical
process.  Similarly, validation is defined as the process of deter-
mining whether a computer model correctly represents the real
world from the perspective of the intended uses of the model or
simulation.  In a broader context, however, the modeling and sim-
ulation of an application can be viewed as a hierarchy of repre-
sentations, starting with a conceptual physics model, to mathe-
matical algorithms, to numerical algorithms, and finally resulting
in a software implementation.  In this broader sense, verification
consists of those activities that ensure the requirements of one
representation are implemented accurately by a succeeding repre-
sentation.  As related to software, however, verification consists
of those activities that determine the extent to which the devel-
opment process used sound and established software engineering
techniques.   Software validation is focused on delivering an
appropriate software product to the user, accurately represented
by the user’s requirements and by functionality in the code.  

1Verification and validation definitions were extracted from: DOE/DP-99-000010592, ASCI
Program Plan, January 2000 v



Within the ASCI program, these latter software veri-
fication and validation definitions have been associat-
ed with software quality engineering (SQE).  

This document is a composite of agreements among
the three DOE defense laboratories of goals, princi-
ples, and guidelines for ASCI’s SQE activities.  The
purpose is to document and enhance current SQE
practices for all ASCI software projects.  The selec-
tion of specific practices will depend on many fac-
tors. It is expected that the practices will be tailored
to each individual organization, and perhaps even to
each major code project.  For example, in a produc-
tion environment it is expected that more rigorous
practices would apply than for an exploratory or
research environment.

The goal of the ASCI V&V program is to provide
adequate confidence that the stockpile-certification
calculations using the advanced three-dimensional
applications developed by ASCI have a well-under-
stood range of applicability and that uncertainties in
the results have been analyzed and quantified.  To
fulfill this goal, the V&V program verifies codes and
validates activities intended to (a) produce easily
maintained and error-free software packages, and (b)
to ensure that the codes give an adequate simulation
of physical reality.  Supporting this goal is the fol-
lowing set of principles applicable to all ASCI soft-
ware projects.

▲ Fidelity – accuracy and correctness of 
simulation results.

▲ Functionality – the degree to which a simulation
fulfills user requirements.

▲ Repeatability –  the capability to reconstruct 
simulation results.

▲ Traceability – the capability to view the progress
of a project, and the links and relationships
among associated work products.

▲ Manageability –  the capability for management
to determine a project’s status, progress, and capa-
bilities.

▲ Supportability – the adequacy of resources and
procedures to facilitate changes to, and update
releases of, work products.

Guidelines to support the principles were derived
from various industry standards and from observa-
tions of additional needs dependent on modeling and
simulation, stockpile stewardship, and weapon surety.
Each standard was examined and the activities were
evaluated based on how they supported the princi-
ples, which in turn, uphold the ASCI V&V Program
goals.  The guidelines were further refined through
feedback from code project teams.  The final out-
come of this process is the following set of guide-
lines, categorized in three general areas (described in
greater detail in the document).  

Each ASCI software code project will be expected to
develop specific practices that implement these
guidelines:  

▲ Software Verification: the determination that
requirements are accurately and correctly imple-
mented, and that requirements are adequate from
the perspective of the intended uses of the soft-
ware.  

▲ Software Engineering: the systematic, disciplined,
and quantifiable approach to the development,
operation, and support of software, that is, the
application of engineering to software. 

ASCISoftware Quality Engineering
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▲ Project Management: the systematic approach for
balancing the project work to be done, resources
required, methods to be used, procedures to be
followed, schedules to be met, and the way that 
a project is organized.

As these guidelines and activities were being devel-
oped, it became evident this process should be 
ongoing and evolutionary.  Although it is recognized
that there are many SQE practices in place within the
ASCI program, this document should help develop
improvement plans that document the current best
practices and recommend further improvement.  The
path forward should involve the following activities:

▲ Develop site-specific specification of practices.
The sites, organizations, and projects that produce
software used in the ASCI program are expected
to develop specific practices to implement these
guidelines.  

▲ Identify current site-specific state of practices,
and mechanisms for improvement. Sites and
development teams will internally identify the
state of their practices and establish a strategy for
improvement.

▲ Improve site-specific practices and document
improvement. Sites and development teams will
identify strategies for improvement appropriate to
their implementation of these guidelines.

▲ Provide feedback for process improvement and
future revisions of this document. As sites and
development teams identify and implement best
practices, their effectiveness will become evident.
Lessons learned as a result will then be incorporated
into future revisions of this document.

E xecutive Summary
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Overview

1.1 Background
The Department of Energy’s Stockpile Stewardship Program
(SSP) is designed to ensure confidence in the safety, performance,
and reliability of the U.S. nuclear stockpile in the absence of
underground testing.  The Accelerated Strategic Computing
Initiative (ASCI) provides the SSP the needed shift from test-based
to science-based methods through high-performance modeling
and simulation.  A formal, focused verification and validation
(V&V) program therefore becomes essential for ensuring the
confidence and credibility of ASCI’s modeling and simulation
activities.  Building quality into software products, software
quality engineering (SQE), is accomplished through software
engineering, software verification, and associated project man-
agement activities.   These activities contribute to V&V’s goals,
and must include the systematic measurement, documentation,
and demonstration of code capabilities as well as their underlying
algorithms, data, and models.

1.2 Purpose and Scope
This document describes the goals, principles, and guidelines for
SQE activities that support ASCI. As such, it affects all ASCI 
program elements involved in software development: Advanced
Applications Development (not just selected new code develop-
ment), Materials and Physics Modeling, Problem-Solving
Environments, Distance and Distributed Computing and
Communication, and Visual Interactive Environment for Weapons
Simulation. However, each program element’s needs will dictate
the level of its adherence to these guidelines (see 1.3 Tailoring
Guidelines). The purpose of this document is not to prescribe any
specific practices in the form of methods, tools, or measures for
implementing these guidelines.  It is the responsibility of site-
specific organizations and projects to select and appropriately 
tailor their best practices to achieve stated goals. They should

1
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also select, enhance, and subsequently improve their
existing SQE practices by implementing these recom-
mended SQE guidelines through a prioritized and
graded approach.  This document thus serves as a
foundation for further process improvements. As a
result, ASCI will benefit from improved SQE practices.

Software quality engineering is a part of ASCI’s
Verification and Validation (V&V) Program. Many of
SQE’s overall principles and goals are similar to those
of V&V; however,  the primary focus of SQE is on
issues related to software.  This document concen-
trates on providing guidelines for software verifica-
tion, software engineering, and associated project
management activities as they apply to SQE in gener-
al, but does not address the broader areas of the over-
all ASCI V&V Program.  How organizations and
projects address these overlapping activities by effec-
tive practices and work products depends on their
own established methods and techniques.

Metrics are important for evaluation. Objective judg-
ment about the effectiveness of SQE practices and
possible improvement strategies requires the collec-
tion of metrics.  It is therefore important to identify
and use metrics to contribute to the characterization,
understanding, and evaluation of effective practices.

1.3 Tailoring
Guidelines

This document is to be used as a guideline for imple-
menting the SQE practices within organizations and
projects.  The selection of specific methods and tech-
niques to implement these practices, and a strategy
for improving such practices, should be tailored to
effectively meet the guidelines, principles, and goals
in this document.

The selection of specific SQE practices, the rigor of
their implementation, and the strategy for their
improvement will depend on many factors.  In a pro-
duction environment, more rigorous practices should
apply than in an environment that is purely exploratory.
However, in any environment, care should be taken
to identify those practices and associated work 
products that will be needed to improve the credibility
and confidence of software products used for SSP
applications.

Practices should be tailored based upon a variety of
factors such as size, complexity, cost, formality, degree
of impact, visibility, degree of uniqueness, functions
performed, criticality, degree of risk, and any additional
factors important to the customer or the project team.
When modifying established practices, it is important
to assess whether the goals of credibility and confi-
dence are still being met, and to avoid creating prac-
tices and work products that do not add any value.  

A project that is costly, critical, or risky, should
expect to be scrutinized more than a project that
does not share those characteristics. For example,
exploratory or research and development software,
when used for investigative studies, might include a
disposable rapid prototype for the exploration of a
new algorithm or method.  Such software would not
be scrutinized at the same level as high-risk software.
A graded approach must be applied in evaluating
software for purposes of improving software engi-
neering processes.

ASCISoftware Quality Engineering
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Stating Goals,
Identifying
Principles, and
Selecting
Guidelines 
for SQE

An organization or a project should select and implement SQE
practices that support the goals of the ASCI V&V program.
Underlying quality principles that support these goals have been
identified. Guidelines for SQE activities have been derived to
support the principles.  Software practices should be adopted by
an organization or project in a way that allows the implementation
of these SQE guidelines with the appropriate tailoring strategy
determined by the individual group.  This interdependent rela-
tionship of goals, principles, guidelines, and practices is illustrated
in the Figure on the following page.  These relationships and 
specific guidelines are discussed in the subsections below.

section 2
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2.1 Goals
The goal of the ASCI V&V program is to provide

adequate confidence that stockpile certification, using

the advanced three-dimensional applications developed

by ASCI, has a well-understood range of applicability,

and that uncertainties in the results have been analyzed

and quantified.  Therefore, the V&V program’s purpose

is to conduct code verification and validation activities

intended to produce easily maintained and error-free

software packages, and to ensure that the codes give

an adequate simulation of physical reality.

This overall goal has two parts as shown in the 

Figure above: 

▲ Establish confidence in codes, and

▲ Establish credibility in results.

2.2 Principles 
Analysis of the ASCI V&V program goals led to 

identification of several quality principles that drive

the selection of SQE practices.  The following set of

principles is reasonably comprehensive and semanti-

cally orthogonal.  Precise definitions are not provided,

but general attributes of the principles are described.

Fidelity – includes accuracy and correctness of simu-

lation results that enables verification; comparison

ASCISoftware Quality Engineering
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with analytic and other results; reliability, in the

sense of the robustness, likelihood of success, and

integrity of results. 

Functionality – includes the degree to which the sim-
ulation fulfills user requirements, and the capability
of the software to accommodate multiple intended
applications, as appropriate.

Repeatability – includes the capability to reconstruct

simulation results used as the basis of stockpile stew-

ardship decisions; the capability to reproduce those

results within the limitations of the existing opera-

tional environment; the ability to repeat aggregated

modeling and simulation results (this is exemplified

when a code is modified or new system software is

being utilized); the preservation and retrieval of the

essential knowledge (e.g., physics models, input con-

ditions, critical assumptions, and simplifications) from

a given application; and the capability to duplicate

the project’s procedures, use historical data (metrics)

to create realistic plans, and to follow the plans.

Traceability – includes the capability to view the

progress of a project, and the links and relationships

among associated work products; products should

include design requirements, codes, inputs, outputs,

documentation, key decisions, and conclusions drawn.

Manageability – includes the capability to balance

customer requirements (such as schedule, cost, and

performance) and customer satisfaction (cost effec-

tiveness, fulfillment of requirements, responsiveness)

with programmatic and technical risks; and the capa-

bility for management to determine the status,

progress, and capabilities of software engineering and

other key processes (to characterize, understand, and

evaluate them).

Supportability – includes the adequacy of resources

and procedures to facilitate modifying and installing

software, establishing an operational software base-

line, and meeting user-support requirements; the

degree to which software and processes are designed

for supportability, such as their amenability to change

analysis, change implementation, change test, and

change release; and the attributes of the software

processes, products, and environment that facilitate

change.  Supportability depends on the design and

maturity of code, capability of the resources and sys-

tems, and the procedures that are in place.

2.3 Guidelines
Guidelines to support the principles are specified

below in terms of expected activities in software veri-

fication, software engineering, and project manage-

ment.  Specific methods, techniques, and tools are

used to implement practices.  Practices and associated

methods, techniques, and tools are assumed to be

site-specific, and implemented according to priorities

of the ASCI program in general and of individual

development teams.  The guidelines for specific 

activities are explained in greater detail below.

Software Verification – the determination that

requirements are accurately and correctly implement-

ed, and that requirements are adequate from the 

perspective of the intended uses of the software.

Additional activities can include: user acceptance

testing, documentation of results; capabilities defini-

tion and management; testing against both analytical

data and other software; and technical reviews.

These activities set the stage for establishing confi-

dence in the use of the code.

Stating Goals,  Identifying Principles ,  
& Selecting Guidelines for SQE
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Software Engineering – the systematic approach to
the specification, design, development, test, opera-
tion, support, and retirement of software (i.e., the
application of engineering to software).  Activities
should include: life cycle management (requirements,
design, construction, test, and support activities in a
time-based work flow); configuration management
(version management, issue tracking, and release
management); measurement of product and process
attributes; reviews and assessments of work products
and processes; process improvement from a baseline
characterization; and training on software engineering
activities.  The balance among activities, and the rela-
tionships with modeling and simulation, verification
and validation, and project management depends on
many factors including the maturity of the software.

Project Management – the systematic approach for
balancing the project work to be done, resources
required, methods to be used, procedures to be fol-
lowed, schedules to be met, and the way that a proj-
ect is organized.  Activities should include: identifica-
tion, analysis, and mitigation of project risks; control-
ling requirement changes; planning for project tasks,
schedule, and cost; tracking project progress and sta-
tus; providing oversight of process improvement; and
training project personnel in management activities.

2.4 Guideline Areas
Each guideline area (software verification, software

engineering, and project management) has a set of
activities and associated practices and work products.
Implementation of the practices and development of
the work products will be specific to a given organi-
zation and project.  The table on the following
page summarizes these activities and many of
their key elements. Section 2.4.1 contains a 
narrative description of each activity.

2.4.1 Software Verification
Activities 

The activities listed below focus on the software 

verification activities important to the V&V program

in striving towards quality software.

Specific software verification activities should
include:

Technical Reviews – the activity of evaluating the

technical soundness of work products. This includes

analyses to find mismatches or faults between the

specification and the design, code, or documentation. 

Unit Testing – the activity of testing code units

against their requirements, specifications,  and

design. This activity involves the development and

documentation of unit-test drivers and test-case

inputs. This activity requires valid work products to

be provided by the software developers that clearly

and adequately define the requirements, specifica-

tions, and design. Unit testing should be developed

and performed by the software developers during the

development life cycle. It should be traceable and

repeatable by an independent V&V team, where it is

appropriate to do so.

Regression Testing – the activity of regularly building

the code and executing a series of tests designed to

verify that the code works as expected for all compu-

tational platforms supported. Minimally, such testing

should be done when either the code or operating

platform changes. This activity includes the develop-

ment and maintenance of a regression test suite. This

test suite should be designed to exercise as many of

the code features as possible. The regression test suite

should include integral and unit tests, as appropriate.
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Software
Verification

Software 
Engineering

Project 
Management

Guideline Activities Key Elements
Area

Technical reviews

Unit testing
Regression testing

Comparison techniques

User acceptance testing

Training

Life-cycle management

Configuration management

Measurements and metrics

Reviews and assessments

Process improvement

Training

Risk management

Requirements management

Project planning

Tracking and oversight

Process management

Training

▲ Technical soundness
▲ Static analysis
▲ Traceable, repeatable component tests
▲ Building the code
▲ Executing tests
▲ Feature-based test suite for multiple platforms
▲ Analytic solutions
▲ Other codes’ results
▲ Applicability evaluation 
▲ Usability evaluation
▲ Code confidence
▲ Results credibility
▲ Verification methods and techniques

▲ Time-based work flow
▲ Requirements, design, construction, test, 

support activities
▲ Version management
▲ Issue tracking
▲ Release management
▲ Software products
▲ Software processes
▲ Management reviews
▲ Technical reviews
▲ Engineering process baseline 
▲ Identified improvements
▲ Improvement implementation
▲ Software practice methods and techniques

▲ Risk assessment
▲ Risk control
▲ Gathering, documenting, verifying,

managing change to requirements
▲ Statement of work
▲ Constraints and goals
▲ Implementation plan
▲ Resource assessment
▲ Actual results vs. planned results
▲ Corrective action
▲ Process documentation and plans
▲ Technology improvement
▲ Improvement leverage
▲ Project management methods and techniques



Comparison Techniques – the activity of utilizing
additional comparison techniques within the code
development team to ensure requirements are being
met on a local scale. These activities could include
comparing to analytic solutions and to other codes.

User Acceptance Testing – the activity of determin-
ing if the work products satisfy the needs of the
intended users. This activity should include evalua-
tion of applicability and usability from the end-users’
points of view. It is also intended to help build the
users’ confidence in the codes and their belief in the
credibility of the results.

Training – the activity of developing the skills and
knowledge of those individuals responsible for soft-
ware verification activities.

2.4.2 Software Engineering
Activities

An organization’s standard software practices define
how an organization plans for, manages, builds, tests,
and sustains its software products.  The organization’s
standard software practices define the building blocks
that are used in different ways to support software
projects.  There are many software engineering
processes, models, and methodologies available.2

Specific activities should include:

Life-Cycle Management – the activity of organizing
requirements, design, construction, test, and support
activities into a time-based work flow.  Many life-
cycle models exist that could define this activity.
The life-cycle model selected and the specific activi-
ties of requirements, design, construction, test, and
support should have well-defined interfaces with the

other software engineering support areas, and should
be based on the guiding principles that best achieve
the intended applications and overall ASCI V&V
Program goals.

Requirements activities should include: methods for
gathering requirements from the scientific application
modeling domain; analyzing and documenting mod-
els that depict required system data, function, and
behavior as allocated and traced throughout the
application components; verifying that requirements
are met in the application design and implementa-
tion; and managing any changes to the requirements.
Design activities should include repeatable methods
for translating requirements information and models
(scientific and software) into representations that
convey software data structure, architecture, algo-
rithms, and interface features. 

Construction activities should include methods that

implement a specific software solution of the design,

and that can be traced to the design and verified to

the specified requirements.

Test activities should include methods to verify the
software construction from unit to integrated soft-
ware components to scientific model application
design and requirement specifications, where applica-
ble.  These activities overlap with software verifica-
tion activities to the extent that the activities use sim-
ilar test suites and results to achieve the required con-
fidence in the software implementation.

Support activities should include methods to manage

changes to the implementation of requirements,

design, construction, and test work products due to

defects that are found, enhancements that are needed,

ASCISoftware Quality Engineering
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or the natural technological evolution within the

application domain.  Support activities should also

include effective interfaces with other software engi-

neering activities such as configuration management

for controlling the changes to, and updated releases

of, work products. 

Configuration Management – the activity of identi-

fying the configuration items in a system, controlling

the release and change of those items throughout the

system’s life cycle, recording and reporting the status

of the items and associated change requests, and veri-

fying the completeness and correctness of the items.

Configuration management activities are organized

into version management, issue tracking, and release

management. Version management is the identifica-

tion and control of the versions of all products, both

by individual pieces (e.g., software module) and by

appropriate groupings (e.g., set of software modules

that constitute an executable program).  Issue track-

ing is the identification and tracking of problems and

associated corrective actions, proposed changes for

enhancements, and the workflow of activities to

accomplish implementation of the change.  Release

management is the control of product promotion,

from development to production use.

Measurements/Metrics – the activity of collecting
information for the characterization, understanding,
and evaluation of processes and products.  Metrics
should show how selected site-specific practices satisfy
related attributes of specified principles and conse-
quently contribute to meeting the V&V program’s
goals of confidence in codes and credibility in results.
Only metrics that can be demonstrated to assist in
meeting project and/or the V&V program’s goals
should be chosen.3

Reviews/Assessments – the activity of examining and
evaluating the quality of a process or product.
Reviews/assessments should be conducted on work
products from all life-cycle phases to catch defects as
early as possible.  Formality and scope of reviews/
assessments, like other activities, should be tailored.
Results of the reviews or assessments should be
recorded.  There are basically two types of reviews:

▲ Management reviews evaluate and communicate
status of the project with regard to schedule, cost,
and performance; determine whether processes are
being followed correctly, particularly with regard
to impact on performance, cost, and schedule; and
may be internal to the project, or include external
personnel and stakeholders.

▲ Technical reviews evaluate technical soundness of
work products and processes; include analyses to
find mismatches or faults between the specifica-
tion and the design, code, or documentation; and
are conducted by relevant domain experts.

Process Improvement – the activity of baselining the
performance of a process through a documented
characterization of the actual results achieved by fol-
lowing the process, determining how the process
should be improved in comparison with the actual
results, and establishing an approach to achieving the
improvement. 

Training – the activity of developing the skills and
knowledge of those individuals responsible for soft-
ware engineering activities with respect to relevant
procedures, tools, and domain knowledge, as they
apply to the ASCI program.  It also includes training
on the use of the developed software products, as
well as their domain, scope, and applicability.

Stating Goals,  Identifying Principles ,  
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2.4.3 Project Management
Activities

Specific activities should include:

Risk Management – the activity of identifying,
addressing, and mitigating sources of risk before they
become threats to successful completion of a project.  

Risk management elements are:
▲ risk assessment (identifying, analyzing, and 

prioritizing);

▲ risk control (management planning, resolution,
and monitoring).

Requirements Management—the activity of captur-
ing, tracking, and controlling requirements, as well as
any changes to them.  This establishes and maintains
a common understanding, between customers and
development teams, of the requirements to be
addressed by the project.  This agreement should be
the basis for planning and managing the project.  

Project Planning—the activity of establishing a rea-
sonable plan for performing and managing the proj-
ect; work products should include, but are not limited
to, a statement of work, constraints and goals, project
plan, project timeline, an assessment of resources that
will be needed, and availability of those resources.

Tracking and Oversight—the activity of tracking
and reviewing the project accomplishments and
results with respect to the project plan, and taking
corrective action as necessary based on actual accom-
plishments and results.

Process Management—the activity related to plan-
ning, defining, implementing, monitoring, measuring,
and improving processes under project management;
and producing process documentation and improve-
ment plans.

Training—the activity of developing the skills and
knowledge of those individuals responsible for 
project management activities.

2.5 Relationship of
Guideline Areas to
Existing Standards

There are many sources of standards.  All of those
reviewed in the preparation of this document are list-
ed in the bibliography.  The foundation for the
guidelines and activities described here was a distilla-
tion and enhancement of the guidelines and activities
found in several of the more widely accepted soft-
ware industry standards.  Each standard was exam-
ined, and the activities were evaluated for their con-
tribution in support of the principles that in turn sup-
port the ASCI V&V Program goals. 

Building upon this foundation were additional activi-
ties that still support the program goals, but were
required to address the SSP needs of modeling and
simulation. These activities were extracted from more
specialized standards specific to modeling and simu-
lation.  In addition, the weapon-surety component 
of stockpile stewardship, and its implied safety-criti-
cality, necessitated inclusion of further guidelines.
These guidelines were extracted from the nuclear
facilities standards (as an analog for safety-critical
applications), and again evaluated for their support
of program goals.  

Finally, standards that reflect customer expectations
not already captured were consulted.  This approach
produced the comprehensive, traceable, and defensi-
ble set of activities specified in this document, which
adhere to the spirit of the reviewed sets of standards.  

ASCISoftware Quality Engineering
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PathForward

It is recognized that ASCI development teams are at various

stages with regard to the recommended guidelines and activities.

A PathForward consists of the following activities:

▲ Develop site-specific specification of practices: Sites,

organizations, and projects that produce software used on the

ASCI program are expected to develop their own specific

practices to appropriately implement the guidelines in this

document.  Many existing practices may already implement

some or all of these guidelines.  In other cases, only a partial

implementation is appropriate for the identified development

team’s priorities and tailoring approach.  A strategy for appro-

priate improvement in practices is expected to be developed

although the precise form and content of that strategy is left

to the individual site.

▲ Identify current site-specific state of practices, and mechanism
for improvement: The collection of specified guidelines, practices,

and work products can be used to determine the current state

of practice at the organizational level.  This organizational level

can range from a development team, to a programmatic level

at a site, or to a programmatic community level (such as the

DOE ASCI program).  It is expected that sites and development

teams will internally identify the state of their practices in order

to establish a strategy for improvement.

▲ Improve site-specific practices, and document improvement:
Using the identification of the current state and the depend-

encies for the practices, it is possible to identify steps for

practice improvement.  It is expected that sites and development

teams will identify internal strategies for improvement in keeping

with their implementation of this document’s guidance.

11
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▲ Provide feedback for process improvement and
future revisions of this document: As development

teams and sites identify and implement best practices,

lessons will be learned about the effectiveness of

the practices.  These lessons learned should be

shared with the ASCI program, especially as they

relate to the effectiveness of the goals, principles,

and guidelines in this document.  Future revisions

of this document will incorporate such lessons

learned to improve its effectiveness.

There are many SQE practices already in place within

the ASCI program.  This document is intended to help

develop improvement plans that document the current

best practices and to recommend further improvements.

It is also recognized that some of the ASCI program

elements became subject to these guidelines rather

late in the development of this document.  Feedback

from those elements will be incorporated into future

revisions.

ASCISoftware Quality Engineering
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Glossary

Application: a specific use for which a modeling effort, including
the associated codes, is designed, based on the problem solved,
the functions or operational capabilities incorporated, and on the
hardware system targeted to execute the software.

Change Control: a process which assures that the implementa-
tion of modeling and software changes is governed by suitable
control measures commensurate with those applied to the original
product, and with the scope and nature of the change

Configuration Management: the process of identifying the con-
figuration items in a system; controlling the release and change of
those items throughout the system life cycle; recording and
reporting the status of the items and associated change requests;
and verifying the completeness and correctness of the items.  In
addition, it should include the complete set of work products
involved in a given application, logically linked, and controlled as
members of that set.

Life Cycle: the organization of requirements, design, construc-
tion, test, and support activities into a work flow appropriate for
the application.  The purpose of a life cycle is to delineate the
flow of activities, and to break the modeling, software, and other
development processes into steps or phases to facilitate the char-
acterization, understanding, and management of those processes.

Reliability: the probability of failure-free operation of the soft-
ware for a specified time, in a specified environment.

Requirement: a condition or capability that must be met by a
system or system component to satisfy a contract, specification,
or other formally imposed document.  The set of all requirements
forms the basis for system development.
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Requirements Management: the capture, tracking,
and control of requirements, as well as any changes
to them.

Review: a managerial or technical examination of a
product or one of its components for the purpose of
evaluation of its status, adequacy for intended use, or
for detection and remedy of deficiencies.

Software Engineering: the systematic approach to
the specification, design, development, test, opera-
tion, support, and retirement of software.

Software Validation: the activities of determining the
degree to which the requirements are adequate, and
met, from the perspective of the intended uses of the
model.  (Did you implement and meet the correct
requirements?)

Software Verification: the activities of determining
that the requirements are accurately and correctly
implemented.  (Did you implement the requirements
correctly?)

Work Product: an element of the application that is
produced as a result of the development, application
of modeling and simulation, and V&V jobs.  Some
work products might not be delivered to a requestor
external to the team.

ASCISoftware Quality Engineering
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